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Abstract— Network congestion, packet loss, and high latency in the AODV routing protocol are significant 
obstacles to achieving reliable vehicle-to-vehicle (V2V) communication. Consequently, an update to the AODV 
protocol is necessary. This research proposes the Learning Automata-based AODV (LA-AODV) routing protocol 
to address these issues. The LA-AODV protocol incorporates learning automata into the routing protocol by 
considering speed, acceleration, and x and y coordinates. The communication quality index with the nearest 
vehicles is measured before selecting a set of relay nodes until the maximum estimated time is reached. The 
primary objective of this study is to enhance the performance of V2V communications by reducing network 
congestion, packet loss, and latency. The results demonstrate that LA-AODV achieves a maximum packet 
delivery ratio (PDR) improvement of 4.0% and a throughput of up to 56.50 kbps, surpassing the performance 
of both AODV and DSDV protocols. These findings indicate the potential of LA-AODV to optimize V2V 
communications, thereby significantly improving transportation safety and efficiency. The research 
contributes to the field by providing a novel solution to enhance V2V communication quality in urban traffic 
scenarios, offering significant benefits in reduced latency, increased reliability, and overall better network 
performance. 

Keywords: AODV, DSDV, LA-AODV, routing protocol, vehicular ad-hoc network.  

Intisari— Kemacetan jaringan, kehilangan paket, dan latensi tinggi dalam protokol routing AODV 
merupakan hambatan signifikan untuk mencapai komunikasi kendaraan-ke-kendaraan (V2V) yang andal. 
Oleh karena itu, pembaruan protokol AODV diperlukan. Penelitian ini mengusulkan protokol routing AODV 
berbasis Learning Automata (LA-AODV) untuk mengatasi masalah ini. Protokol LA-AODV mengintegrasikan 
learning automata ke dalam protokol routing dengan mempertimbangkan kecepatan, percepatan, serta 
koordinat x dan y. Indeks kualitas komunikasi dengan kendaraan terdekat diukur sebelum memilih 
sekumpulan node relay hingga waktu estimasi maksimum tercapai. Tujuan utama dari penelitian ini adalah 
untuk meningkatkan kinerja komunikasi V2V dengan mengurangi kemacetan jaringan, kehilangan paket, dan 
latensi. Hasil penelitian menunjukkan bahwa LA-AODV mencapai peningkatan rasio pengiriman paket (PDR) 
maksimum sebesar 4,0% dan throughput hingga 56,50 kbps, melampaui kinerja protokol AODV dan DSDV. 
Temuan ini menunjukkan potensi LA-AODV untuk mengoptimalkan komunikasi V2V, sehingga secara 
signifikan meningkatkan keselamatan dan efisiensi transportasi. Penelitian ini berkontribusi pada bidang 
tersebut dengan menyediakan solusi baru untuk meningkatkan kualitas komunikasi V2V dalam skenario lalu 
lintas perkotaan, menawarkan manfaat signifikan dalam pengurangan latensi, peningkatan keandalan, dan 
kinerja jaringan yang lebih baik secara keseluruhan. 

Kata Kunci: AODV, DSDV, LA-AODV, protokol routing, jaringan ad-hoc kendaraan. 
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INTRODUCTION 
 

In the current scenario, where road accidents 
leading to fatalities are on the rise, the importance 
of "Vehicle to Vehicle" communication is paramount 
[1]. Protocols facilitate the transfer of data packets 
between vehicles and infrastructure, ensuring 
communication is efficient and reliable [2]. AODV 
exhibits performance degradation on high-traffic 
roads with fluctuating vehicle density due to 
suboptimal relay node selection [3]. AODV struggles 
in VANETs due to high network traffic and slow 
response times in dynamic vehicle communication 
[4], leads to frequent route discoveries and 
subsequently increases overhead [5], High 
Overhead [6], Constant route updates[7].  

On the other hand, DSDV struggles in highly 
dynamic VANETs due to frequent updates and 
buffering limitations [8], increased packet loss in 
dense network condition [9], worse performance 
while number of hops is high [10]. Both AODV and 
DSDV protocols facing limit V2V communication in 
VANETs due to high traffic, slow response times, 
and scalability issues. To address the limitations of 
existing routing protocols in VANETs, we propose 
the Learning Automata Ad Hoc On-Demand 
(LAAODV) protocol, which leverages real-time 
vehicle position, acceleration, and speed data to 
dynamically predict and select clusters of 
responsive relay nodes, thereby enhancing the 
efficiency of V2V communication. 
 Research has explored ways to improve 
AODV routing for V2V communication, including 
methods like Prediction Node Trends on AODV [11], 
channel reservation method for handoff calls in 
VANETs, leveraging the concept of learning 
automata [12],  Detect and prevent black hole attack 
in VANET using M-AODV [13], Detect and prevent 
flooding with FA-AODV in VANET [14], building 
block within a secure system that helps vehicles in a 
VANET safely access and share content [15], 
Implementation of domestic refit to improve the 
routing scenario with AOMDV [16], Implementing 
fuzzy logic to make T-AODV identify bad nodes [17]. 

Some research explores DDSLA-RPL, a 
method that uses learning automata to adjust 
network parameters. This approach improves 
service quality and extends node lifespan [18]. 
Despite its accuracy and flexibility, DDSLA-RP 
requires further refinement for diverse network 
scenarios. Methodology selection should be tailored 
to specific network characteristics, considering 
fuzzy clustering limitations [19]. Another study has 
investigated the use of the leap-frog algorithm to 
ensure reliable channel availability for V2V 
communication in VANETs. [20]. 

This study investigated QoS improvement in 
dynamic VANETs through V2V communication. It 
focused on key metrics like PLR, PDR, and delay to 
optimize relay selection and reduce information 
overload, ultimately aiming for safer traffic 
scenarios. LA-AODV uses learning automata to 
predict and select reliable relay nodes in dynamic 
VANETs. This improves V2V communication 
efficiency, especially in challenging traffic scenarios. 
LA-AODV has potential to enhance QoS and 
contribute to accident prevention in V2V networks. 

MATERIALS AND METHODS 
 
The research unfolds in distinct phases. The 

initial phase (Phase 1) focuses on a critical review of 
existing protocols, aiming to identify prominent 
challenges such as instability, network congestion, 
and delays experienced during V2V communication 
(Vehicle-to-Vehicle). Building upon this foundation, 
Phase 2 will involve real-world traffic observations. 
These observations, along with modeling and 
simulation design, will inform the development of a 
comprehensive model and simulation framework 
(Figure 1). This framework strives to realistically 
capture the dynamics of V2V communication 
scenarios. 

 
Source: (Research Results, 2024) 

Figure 1. The structure of process research 
 
The simulation environment plays a critical 

role in our research, as depicted in Figure 1. We 
chose Linux Ubuntu 20.02 as the operating system 
for the simulations. During the simulation phase, 
data collection is crucial. We generate XML trace 
files through NS3 simulations, capturing essential 
connectivity data among vehicles. We employed 
SUMO-GUI [21] to create detailed traffic models 
with realistic passenger-vehicle interactions, and 
utilized NS3 v3.35, a well-respected network 
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communication simulator [22]. By integrating 
SUMO and NS3, we successfully combined traffic 
modeling and network communication simulations. 

Data collection we use the UGM 
roundabout, a four-lane, two-way configuration 
allowing vehicle entry, exit, and U-turns. While the 
study emphasizes adherence to the "give way to the 
right" rule and completing a full circle, it 
acknowledges potential obstacles like pedestrians, 
parked vehicles, and side-road traffic (Figure 2). 

 
Source: (Research Results, 2024) 
Figure 2. The network map of the UGM roundabout 

and the surrounding area represents the real-
world situation 

The UGM roundabout presents complex 
traffic conditions with potential hazards, including 
dense traffic flow and congestion points at various 
locations. To navigate safely, drivers should 
prioritize collision avoidance and share real-time 
information. Our research analyzed LA-AODV's 
performance in V2V communication, identifying key 
issues and comparing it with AODV using various 
metrics. 

This study evaluates diverse traffic scenarios, 
including freeflow, steady flow, and traffic jams, at 
various time intervals. The specific parameters used 
in the simulations are detailed in Table 1. 

Table 1.  V2V communication simulation parameter 
No Parameter Value 

1 Total number of 
actual Nodes 
(vehicles) 

Random, based on Poisson 
distribution 
Free flow 

2 Simulation time (s) 300, 400,500, 600, and 700 
seconds 

3 Performances Matrix 
(QoS) 

PDR, end to end delay, 
average throughput, Packet 
loss ratio, end to end Jitter 

4 Traffic Scenario • Freeflow (prob 0.55) * 
• steady flow (prob 0.33) 

*,  
• traffic jam (prob 0.1) * 

*Based on Poisson 
Distribution 

5 Route Selection Random route selection 
6 Node Speed Random speed 
7 Initial node position Random position 
8 Data Packets 

Configuration 
Data Packets Configuration 

9 Type of protocol AODV, LA-AODV, and DSDV 
10 Type of traffic Passenger cars only, Left-

hand drive 

No Parameter Value 
11 Node Movement All moving nodes 
12 LA-AODV parameter 

Setup 
fs: 0.4; fa: 0.3; fd: 0.3; α: 1; 
Reward: 1; Penalty: 0 

Source: (Research Results, 2024) 

Traffic simulations use the Poisson 
distribution to predict the number of vehicles 
arriving, given an average traffic flow rate (λ). This 
calculation involves the average arrival rate (λ), 
Euler's number (e), and the specific number of 
vehicles (v!). It takes into account the randomness 
of vehicle arrivals. 

V2V communication depends on speed, 
acceleration, and distance. The LA-AODV protocol 
uses a learning rate (α) of 1 for best routing. The 
Poisson distribution estimates the probability of a 
vehicle’s frequency of appearance in different traffic 
situations. 

𝑃(𝑍 = 𝑘) =
𝑒−𝜆∗𝜆−𝑣

𝑣!
             (1) 

Traffic simulations leverage the Poisson 
distribution (Eq. 1) to estimate vehicle arrivals 
based on average traffic flow (λ). This equation uses 
the average arrival rate (λ) and Euler's number (e) 
to calculate the probability of encountering a 
specific number of vehicles (v!), considering the 
randomness in arrival patterns. 

The research methodology encompasses 
several crucial stages. The investigation first 
pinpoints key challenges in modern vehicle 
communication systems. Fig 3 illustrates the LA-
AODV process and the simulation design. 

 
Source: (Research Results, 2024) 

Figure 3. LA-AODV process and the simulation 
design 

The LA-AODV protocol, as shown in Figure 
3, collects vehicle data (speed, acceleration, 
position) for V2V communication. It uses this data 
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to locate nearby vehicles and assesses 
communication quality for reliable information 
exchange. 

LA-AODV protocol picks relay nodes with a 
TWR between 0.6 and 1 for stable communication, 
excluding nodes with TWR below 0.6. It uses speed 
and relative position to predict vehicle positions, 
and velocity and acceleration to determine actual 
positions, as per Eq. (2). 

𝐼𝑁𝐼𝑇𝑝𝑜𝑠𝑗 =

∑ 𝑎𝑐𝑡𝑢𝑎𝑙𝑝𝑜𝑠𝑥
, 𝑎𝑐𝑡𝑢𝑎𝑙𝑝𝑜𝑠𝑦

, 𝑣𝑗
𝑗≤𝑁
𝑗=1           (2) 

 LA-AODV protocol uses Eq. (2) for accurate 
vehicle routing and positioning in a network. It 
considers variables like vehicle j's position 
(𝐼𝑁𝐼𝑇𝑝𝑜𝑠𝑗), speed (vj), number of vehicles in range 

(N), and specific node (j) for proximity. It uses two 
equations, Eq. (3) and Eq. (4), considering vehicle 
speed, vehicles in range, and time, for routing 
decisions to prevent accidents. 

𝑝𝑟𝑒𝑑𝑝𝑜𝑠𝑥
= ∑ (𝑎𝑐𝑡𝑢𝑎𝑙𝑝𝑜𝑠𝑥

+
𝑗≤𝑛,𝑡≤𝑣
𝑗=1,𝑡=1

(𝑣𝑡. 𝑡) + (
1

2
(∆𝑣)) ∗ 2)                (3) 

𝑝𝑟𝑒𝑑𝑝𝑜𝑠𝑦
= ∑ (𝑎𝑐𝑡𝑢𝑎𝑙𝑝𝑜𝑠𝑦

+𝑖≤𝑛,𝑡≤𝑣
𝑖=1,𝑡=1

(𝑣𝑡. 𝑡) + (
1

2
(∆𝑣)) ∗ 2)            (4) 

Where: 
∆𝑣𝑥 = (𝑣𝑡 − 𝑣𝑡−1); at the beginning of iteration  

𝑣𝑡−1 = 0, 
∆𝑣𝑦 = (𝑣𝑡 − 𝑣𝑡−1); at the beginning of iteration  

𝑣𝑡−1 = 0 
And  

        t    : Prediction time, where t = 1, 2, 3, ..., and t < v, 
       v    : Maximum iteration, 
       j     : vehicle j, 

 n: Total number of vehicles within the transmission 
range,      
 𝑣𝑡    : Vehicle speed at time t. 

LA-AODV protocol uses Eq. (3) to estimate 
a vehicle's x-position at time (t), and Eq. (4) to 
predict the y-position considering the vehicle's 
status, speed, proximity, and iteration time. Precise 
positioning is key for effective communication. 
Variable "t" and "v" are crucial for accurate 
predictions within the maximum iteration time. 
These equations help predict vehicle positions, 
improving the network's efficiency. 

In V2V communication, vehicles multicast 
data to predict future positions. This data is vital for 
updating routing tables and finding the vehicle's 
state with minimal distance and speed, as per 
Equation (5). 

𝑝𝑟𝑒𝑑_𝑎𝑐𝑐𝑥𝑦 =

√(|∆𝑝𝑟𝑒𝑑_𝑝𝑜𝑠𝑥 − ∆𝑝𝑟𝑒𝑑_𝑝𝑜𝑠𝑦|)  (5) 

Where: 

∆𝑝𝑟𝑒𝑑_𝑝𝑜𝑠𝑥 =  (𝑝𝑟𝑒𝑑_𝑝𝑜𝑠𝑥+1  −
 𝑝𝑟𝑒𝑑_𝑝𝑜𝑠𝑥)                   (6) 

∆𝑝𝑟𝑒𝑑_𝑝𝑜𝑠𝑦 =  (𝑝𝑟𝑒𝑑_𝑝𝑜𝑠𝑦+1  −

 𝑝𝑟𝑒𝑑_𝑝𝑜𝑠𝑦)                  (7) 

Anticipated vehicle coordinates 
(𝑝𝑟𝑒𝑑_𝑎𝑐𝑐𝑥𝑦) are calculated using Eq. (5), 

considering x and y axis changes. It uses ∆𝑝𝑟𝑒𝑑_𝑝𝑜𝑠𝑥  
and ∆𝑝𝑟𝑒𝑑_𝑝𝑜𝑠𝑦  from Eqs. (5) and (6). Eq. (5) 

computes x-axis position change by subtracting the 
predicted position at 𝑡 +  1 (pred_pos

𝑥+1
) from the 

current (pred_pos
𝑥

). Similarly, it calculates y-axis 

displacement by subtracting the predicted next 
position pred_pos

𝑦+1
, from the current prediction, 

pred_pos
𝑦

, as in Eq. (7). The variable 

pred_acc𝑥𝑦 predicts nearby vehicles' positions over 

time, considering their expected x and y 
coordinates. 

Eq. (8) uses the Euclidean Distance formula 
to find the smallest value. This value is used to 
optimally compare changes in vehicle movement 
along x and y axes for each vehicle across two 
prediction intervals. 

𝑝𝑟𝑒𝑑𝑎𝑐𝑐𝑥𝑦
𝑀𝐼𝑁 (∑ √

(|𝑝𝑟𝑒𝑑𝑝𝑜𝑠𝑥+1
 −  𝑝𝑟𝑒𝑑𝑝𝑜𝑠𝑥

|)
2

−

 (|𝑝𝑟𝑒𝑑𝑝𝑜𝑠𝑦+1
 − 𝑝𝑟𝑒𝑑𝑝𝑜𝑠𝑦

|)
2

𝑗≤𝑛,𝑡≤𝑣
𝑗=1,   𝑡=1 )   (8)  

Eq. (8) calculates and compares vehicle 
positions for routing decisions. It computes 
coordinate changes and measures their Euclidean 
distance to identify optimal routing for quick 
vehicle communication. After predicting positions, 
it evaluates communication reliability with the next 
node before selecting relay nodes. The 
communication stability index between node i and 
node j is computed as per Eq. (9). 

𝑐𝑜𝑚𝑚_𝑠𝑡𝑎𝑏𝑖𝑙𝑖𝑡𝑦_𝑖𝑛𝑑𝑒𝑥𝑗𝑡 =

|( 
𝑝𝑟𝑒𝑑_𝑎𝑐𝑐𝑥𝑦

𝑀𝑎𝑥𝑟𝑎𝑑
)|               (9) 

Where: 
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𝑐𝑜𝑚𝑚_𝑠𝑡𝑎𝑏𝑖𝑙𝑖𝑡𝑦_𝑖𝑛𝑑𝑒𝑥𝑗𝑡 = {
𝑠𝑡𝑎𝑏𝑙𝑒, 𝑖𝑓 ≤ 1
𝑢𝑛𝑠𝑡𝑎𝑏𝑙𝑒, 𝑖𝑓 > 1

} 

In the LA-AODV protocol, Eq. (9) calculates 
the communication stability index, 
𝑐𝑜𝑚𝑚_𝑠𝑡𝑎𝑏𝑖𝑙𝑖𝑡𝑦_𝑖𝑛𝑑𝑒𝑥𝑗𝑡 , for nodes 'j' and 't'. It 

divides the total predicted positions of neighboring 
vehicles (𝑝𝑟𝑒𝑑_𝑎𝑐𝑐𝑥𝑦) by the maximum 

communication radius 𝑀𝑎𝑥𝑟𝑎𝑑  of 2500 grid units. A 
𝑐𝑜𝑚𝑚_𝑠𝑡𝑎𝑏𝑖𝑙𝑖𝑡𝑦_𝑖𝑛𝑑𝑒𝑥𝑗𝑡 ≤ 1 indicates stable 

communication, while a value over one indicates 
instability. 

To calculate weights for node j's neighbors, 
we assess their communication quality over two 
intervals, 't' and 't+1', based on distance. This 
assessment, along with factors like speed, 
acceleration, and position, is used to compute each 
neighbor's weight, as per Equation (10). 

𝑇𝑊𝑅𝑗 = ∑ (
(𝑓𝑠 ∗ (|𝑠𝑝 − 𝑠𝑑|)) + (𝑓𝑎 ∗ (|𝑎𝑝 − 𝑎𝑑|)) +

(𝑓𝑑 ∗ (|𝑑𝑝 − 𝑑𝑑|)) + (𝑓𝑞 ∗ (𝑐𝑜𝑚𝑚_𝑞𝑢𝑎𝑙𝑖𝑡𝑦𝑖))
)

𝑗 𝑡𝑜 𝑛
𝑗=1   

(10) 

Where:     
0.6 >= TWR >= 1, Optimal, and TWR <= 0.59, 
suboptimal. 

LA-AODV protocol uses Eq. (10) to calculate 
the Total Weight Route (TWR) for route quality 
evaluation. It considers speed, distance, 
acceleration, and communication quality, each with 
a weight of 1 as per Eq. (11). 

𝑤𝑡𝑜𝑡𝑎𝑙 =  𝑓𝑠+𝑓𝑎+𝑓𝑑+𝑓𝑞  = 1                 (11)                      

 LA-AODV protocol achieves efficient 
routing by considering factors like speed, distance, 
acceleration, and communication quality during 
route selection. Weights are assigned to these 
parameters in Eq. (11) for balanced evaluation. This 
approach enables informed routing decisions based 
on the TWR benchmark, leading to optimal routes 
and efficient data transmission. 

When the Finite State Automaton (FSA) 
reaches its terminal decision state, it triggers the 
Learning Rate (α). The source node communicates 
its relay node selection to adjacent nodes, providing 
reward and penalty data. We used the Learning Rate 
Index (LRI) algorithm for the learning rate (α) in our 
research. This algorithm assigns rewards or 
penalties to each decision, as outlined in Equation 
(12). 

𝛼𝑡+1 =

{
𝐺 (𝑡),    𝛼𝑠𝑒𝑙𝑒𝑐𝑡𝑒𝑑 = 1, 𝑟𝑒𝑤𝑎𝑟𝑑

       𝐺(𝑡)  + 1, 𝛼𝑖𝑔𝑛𝑜𝑟𝑒 = 0,    𝑝𝑢𝑛𝑖𝑠ℎ𝑚𝑒𝑛𝑡
}  

(12) 

The LRI algorithm (Eq. 12) adjusts the 
learning rate (α) dynamically, setting α to 1 for 
rewards and 0 for penalties. The fine-tuning 
variable in α affects decision-making. Eq. 13 shows 
how 'a' is added to the updated 〖𝑇𝑊𝑅𝑢𝑝𝑑𝑎𝑡𝑒  for the 

next prediction iteration (t+1). 

𝑇𝑊𝑅𝑢𝑝𝑑𝑎𝑡𝑒 =  ∑ (𝑇𝑊𝑅𝑗 +  𝛼)
𝑗≤𝑛,𝑡≤𝑣
𝑗=1,   𝑡=1 (13) 

Eq. (13) updates TWR values to adapt to 
network changes and routing choices. Driven by the 
learning rate α, it enables agile routing decisions 
and enhances network communication and routing 
efficiency. The α value greatly impacts TWR values 
and routing decisions in the simulation. 

This study compares LA-AODV, a new VANET 
routing model, with AODV and DSDV protocols. We 
test LA-AODV's performance in urban traffic and 
V2V communication quality using metrics like Flood 
ID, PDR, PLR, throughput, delay, and jitter. 
a. Packet Delivery Ratio 

PDR is success rate of packets reaching their 
destination [23]. It’s a crucial metric for routing 
protocols, indicating network performance and 
protocol efficiency. A higher PDR means better 
performance. 
b. Packet Loss Ratio 

PLR is the percentage of data packets not 
reaching their destination. A low PLR is essential for 
dependable V2V communication. High PLR can 
cause safety risks, traffic jams, and loss of driver 
trust, highlighting the importance of strong 
protocols. 
c. Average end-to-end delay 

The average end-to-end delay is the mean 
time for packets to reach their destination [24]. 
calculated by averaging the time difference between 
sending and receiving a packet. 
d. Average Throughput 

Network throughput is calculated as the ratio 
of sent data packets to transmission time. Higher 
values mean faster transfers, and lower values 
indicate slower speeds [25]. 
e. End-to-end jitter 

End-to-end jitter defines end-to-end jitter as 
the fluctuation in the delay that data packets 
undergo during transmission [26]. Jitter, calculated 
from packet queueing and reassembly, is the 
difference between max and min delay values 
divided by delay samples minus one. It's crucial for 
evaluating network transmission consistency and 
reliability. 
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RESULTS AND DISCUSSION 
 

The research compares the QoS performance 
of LA-AODV, AODV, and DSDV protocols in V2V 
communication. It measures packet loss ratio, 
packet delivery ratio, average throughput, end-to-
end delay, and end-to-end jitter. Figure 4 presents 
total flood ID trends in V2V communication from 
300 to 700 seconds. 

 
Source: (Research Results, 2024) 

Figure 4. AODV, DSDV and LA-AODV Flod ID 
Comparison across the 300 - 700 second 

Figure 4 indicates DSDV (value 10) generates 
fewer V2V routing messages than LA-AODV and 
AODV. Despite more messages, LA-AODV optimizes 
connections based on traffic. We then examine PLR 
trends from 300 to 700s for V2V, comparing AODV, 
DSDV, and LA-AODV's data integrity. Results are in 
Figure 5. 

 
Source: (Research Results, 2024) 

Figure 5. PLR Comparison across the 300 - 700 
second 

Figure 5 shows DSDV's higher PLR compared 
to AODV and LA-AODV. LA-AODV slightly 
outperforms in packet preservation. In V2V, LA-
AODV reduces packet loss, while AODV and DSDV 
minimize routing overhead and improve 
adaptability. Figure 6 illustrates the PDR trend for 
V2V from 300 to 700 seconds. 

 
Source: (Research Results, 2024) 

Figure 6. PDR Comparison across the 300 to 700-
second 

Figure 6 shows LA-AODV's superior PDR, 
making it ideal for safety-critical V2V applications. 
LA-AODV consistently outperforms AODV and 
DSDV at various intervals: 300s (LA-AODV: 2.3%, 
AODV: 1.3%, DSDV: 1.0%), 400s (LA-AODV: 1.7%, 
AODV: 1.0%, DSDV: 1.0%), 500s (LA-AODV: 4.0%, 
AODV: 3.7%, DSDV: 1.0%), 600s (LA-AODV: 1.7%, 
AODV: 1.3%, DSDV: 3.3%), and 700s (LA-AODV: 
3.0%, AODV: 3.0%, DSDV: 1.3%). 

DSDV's lower packet delivery ratio than 
AODV and LA-AODV suggests data transmission 
issues. DSDV favors less overhead and flexibility, 
while LA-AODV emphasizes data integrity for 
successful packet delivery. 

Performance measured by average 
throughput in kbps, is depicted for all scenarios in 
Fig. 7. 

 
Source: (Research Results, 2024) 
Figure 7. Average Throughput Comparison results 

for all traffic scenarios 

Figure 7 shows LA-AODV consistently 
outperforming AODV and DSDV in throughput. 
AODV peaks at 4136 Kbps at 600s, while DSDV 
ranges from 0.20 to 0.44 Kbps. LA-AODV achieves 
high throughput, with 40.54 Kbps at 300s, 43.76 
Kbps at 500s, 48.82 Kbps at 600s, and an average of 
56.50 Kbps at 700s. LA-AODV's high throughput 
makes it a versatile choice for V2V communication. 

An analysis of End-to-End Delay in Fig. 8 
provides insights into AODV, LA-AODV, and DSDV 
performance in V2V communication. 
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Source: (Research Results, 2024) 

Figure 8. The End-to-End Delay comparison 
performance for all traffic scenarios 
Figure 8 shows AODV and LA-AODV data 

curves converging at 500s due to DSDV's 
performance. AODV has lower delay values, with 
7.40E+10 ns at 300s, 2.00E+11 ns at 500s, and 
1.64E+11 ns at 700s. DSDV and LA-AODV have 
higher delays, making AODV better for fast V2V 
transmission and unsuitable for latency-critical 
applications. End-to-end jitter delay is compared in 
Figure 9. 

 
Source: (Research Results, 2024) 
Figure 9. The End-to-End Jitter comparison results 

for all traffic scenarios 

Figure 9 shows AODV consistently has lower 
End-to-End Jitter Delay than LA-AODV and DSDV. 
AODV's delay is 1.36E+10 ns at 300s, slightly 
increases to 2.58E+10 ns at 500s, and reaches 
2.26E+10 ns at 700s. DSDV's delay starts at 
3.09E+12 at 300s, peaks at 3.45E+13 at 500s, and 
ends at 3.49E+12 at 700s. LA-AODV consistently 
shows higher End-to-End Delay than AODV, with 
delays of 2.39E+10ns at 300s, 3.15E+10ns at 500s, 
3.11E+10ns at 600s, and 2.03E+10ns at 700s. AODV, 
with lower End-to-End Jitter Delay than LA-AODV 
and DSDV, is crucial for applications needing less 
jitter and precise delivery in V2V networks. 

 
CONCLUSION 

 
In summary, LA-AODV has emerged as the 

top performer in data delivery reliability, achieving 
a maximum packet delivery ratio (PDR) of 4.0%. LA-

AODV also demonstrated consistent and stable 
throughput, reaching up to 56.50 kbps. AODV 
prioritized low latency and jitter, making it suitable 
for real-time applications, while DSDV minimized 
control message overhead but suffered from low 
PDR. Future research could evaluate protocols in 
diverse traffic conditions, explore hybrid 
approaches, and consider integrating security and 
assessing scalability. 
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